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- Completes the “completeness check” within 5 working days from the date of receipt of the data processor’s declaration materials | BUREIZkiEL IEE B IRA
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ormatia - Submits complete declaration materials to the national network information department (i.e., the Cyberspace Administration of China) | 372 ERIRAF
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 Determines within 7 working days from the date of receipt of the declaration materials whether to accept the declaration and

writing | BURRIRIRMEIZ BE7 T TEEHR, MERSREFA PBEEMIHELESE.

or correct the declaration materials | RIBRIRG, RETELEF . HhIIZEP, o] LB RBIBRLIBE 4 T E T IERFIRMEL

notify the data processor in

» Carries out the security assessment after accepting the declaration. May request, during the assessment process, that the data processor supplement or

ormatic « Completes the security assessment within 45 working days from the date of issuance of the written acceptance notice. May appropriately extend the
=Pc ; assessment if the situation is complicated or materials need to be supplemented or corrected; inform the data processor of the expected extended time |
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- Notifies the data processor in writing of the assessment result | BEEEFIELIEE ITEER.

* If the data processor has any objection to the assessment result, the data processor may apply, within 15 working days of receipt of the assessment result,
to the national network information department for a reassessment. The reassessment result is the final conclusion | {445 R B BN, AT AEWE)TE(E
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* The result of passing the security assessment for outbound data transfers is valid for 2 years from the date of issuance of the assessment result. If a
data situation stated in the Measures for the Security Assessment of Outbound Data Transfers occurs during the validity period, the data processor is required to
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- If the data processor needs to continue conducting outbound data transfers after the validity period expires, the data processor is required to make a new
declaration for assessment 60 working days before the expiry of the validity period | BX¥HEE#, EELRE T BEIIBEHIE RN, HIEMIEEZSEEENHEH
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